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PayPal 14 Pleaded Guilty

Anonymous Hackers Enter Guilty Ple Over Pro-WikiLeaks DDoS Attack




	






Operation KillingBay

Anonymous Threaten to Engage Cyber Attack Against Japan Govt




	






WikiLeaks Uncovered Secret TPP Agreement 

Trans Pacific Partnership Agreement an Incoming Threat For Internet 




	






Ukraine Customs Hacked

Anonymous Stolen 1 GB of Classified Data From Ukraine Govt 




	






'Royal Concierge' of GCHQ

UK Spy Foreign Diplomats By Hotel Bookings said Edward Snowden 




	






10 Years Imprisonment For Hammond

LulzSec Hacker Jeremy Hammond Get 120 Month Jail For Stratfor Hack




	






Apple Brings iOS 7.0.4

FaceTime Bug and App Store Purchase Flaw Fixed 




	






Drupal.org Hacked

967,000 Registered User Details Compromised 




	






Scribd Hacked

World Largest Document Sharing Site Admits Security Breach 




	






Kali Linux

Most Advanced Pentesting Distro By BackTrack Maker 






































OSX/Revir-B Trojan Hidden Behind PDF, Giving Hackers Remote Access to MAC Computers





 Posted by Avik Sarkar
 On 9/25/2011 02:02:00 am

































A fascinating new example of Mac malware has been discovered, that appears to be adopting an old Windows-style disguise to fool users into running it. Despite the numerous times that cybercriminals have created boobytrapped PDF files that exploit vulnerabilities to infect unsuspecting users, many people still think that PDF files are somehow magically safer to open than conventional programs.The OSX/Revir-B Trojan plays on this by posing as a PDF file.

When the malicious Macintosh application file is run it tries to drop a PDF embedded inside it onto the user's hard drive. The Chinese language PDF file displayed is about a controversial topic, "Do the Diaoyu Islands belong to Japan?" The Diaoyu Islands (known as the Senkaku islands in Japan) are the subject of a long-running dispute between the two countries, with both claiming sovereignty. The malware attempts to install a backdoor Trojan horse (detected by Sophos as OSX/Imuler-A) which would give malicious hackers remote access to your Apple Mac computer.



TO download the Patch Click Here


















 
SHARE OUR NEWS DIRECTLY ON SOCIAL NETWORKS:-


 
LINK TO OUR HOME PAGE :





Voice Of GREYHAT is a non-profit Organization propagating news specifically related with  Cyber security threats, Hacking threads and issues from all over the spectrum. The news provided by us on this site is gathered from various Re-Sources. if any person have some FAQ's in their mind they can Contact Us. Also you can read our Privacy Policy for more info.
Thank You !
-Team VOGH






If you enjoyed VOGH News, Articles Then Do Make sure you to Subscribe Our RSS feed. Stay Tuned with VOGH and get Updated about Cyber Security News, Hacking Threads and Lots More. All our Articles and Updates will directly be sent to Your Inbox.  Thank You!
-Team VOGH
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